
The DISP provides accreditation to companies that contract with the NZDF. 

It ensures companies meet New Zealand Government and NZDF standards to protect NZDF information and assets.

If your contract with the NZDF involves working with classified information, assets or locations, your company might need to be 
accredited under the DISP.

Your company will need DISP accreditation if your NZDF contract involves:

•	 accessing NZDF locations or classified material for more than 6 months

•	 developing, storing or handling protectively-marked material (hard copies or electronically)

•	 providing guard force or security services to the NZDF

•	 storing, transporting, handling or managing NZDF weapons and munitions

•	 hosting an NZDF website or network.

Type of DISP accreditation needed

This guide will help you understand the DISP.

UNCLASSIFIED

It can take time to get accredited. The DIIS team can start the process as soon as 
your sponsor provides them with details of your contract with the NZDF.

Personnel  
Accreditation

If employees are accessing, 

handling or managing protectively-

marked material at NZDF sites or 

on the NZDF network.

Information Security 
Accreditation

If your personnel need to create or 

access classified NZDF information 

on your company’s devices.

UNCLASSIFIED

The Defence Industry  
Security Programme (DISP)

Got questions about the DISP?

Email the 
DIIS team at the NZDF

Visit the Security for 
NZDF industry partners 
page on our website

The Defence and International Industry Security (DIIS) team manages the DISP.

Facility  
Accreditation

If your company’s contract involves 

accessing, creating, handling 

or storing protectively-marked 

material at your own business 

premises.
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